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Abstract of the contribution: This contribution proposes a concept of an IP anchor GW close to the edge and a Data Network GW (DN GW) located close to possible data content source or specific network service. The DN GW can be also used after (re)selection of IP anchor GW based on UE mobility or context information to enable IP address continuity and associated steering of the UE’s downlink data traffic to the new IP anchor GW.
Discussion

In LTE/EPC all IP flows (bearers) are terminated at a single PGW. It is not possible to use multiple PGWs per APN. For different PDN connections, UE is configured with different IP prefixes/addresses. As there are good reasons to do so in 3G/4G, in NextGen a different approach can be introduced, especially for particular use cases of single APN or low mobility, etc.

The main concept of this solution is to select a single UP GW used as Default Router for the UE, whereas this UP GW can serve multiple different PDU session. Since this UP GW can be located close to the Access Network (AN), it is called Edge GW. Different IP services can be offered by the Edge GW by using another type of UP GW, called Data Network GW (DN-GW) which terminates the PDU session. 

The DN-GW is used for 2 main purposes: (1) enforcement of QoS and other policies in the downlink traffic and (2) for relocation of Edge GW due to mobility, if IP address- and data session continuity is desired. The solution enables flexible selection and re-selection of such anchoring data plane nodes, e.g. at the network edge close to the UE.  
Proposal
It is proposed to add the following solution to KI#4 to TR 23.799 :

* * * Start of changes * * * *

6.4.x
Solution 4.x: Session management with flexible multiple UP GW(s) assignment
6.4.x.1
Architecture Description

This solution applies to key issue 4 on session management and key issue 5 on efficient user plane paths. The solution addresses the following work tasks:

-
KI#4: SM_WT#1 (SM model);
-
KI#4: SM_WT#2 (relation between SM and MM);
-
KI#5: Eff_WT#3 (Selecting or reselecting an efficient user path); and
-
KI#5: Eff_WT#4 (Interaction with SM, session continuity and/or MM).
The proposed solution is based on the following principles:

-
The UE may establish multiple PDU sessions to the same data network (DN).

-
An IP anchor GW (called Edge GW) is located close to the Access Network for optimal data path. The Edge GW serves as default router (IP anchor point) for the UE. In the DL, the Edge GW enforces associated policies (QoS for AN, gating for offloaded traffic, charging) of the UE’s data traffic. In the UL, the Edge GW is able to forward traffic (via tunnelling or IP address translation) to different services which are part of the same data networks (DN). The rules for uplink traffic can be aggregated, e.g. based on the UE’s source IP address and the destination IP addresses which address the service in a DN.
-
A data network GW (called DN-GW) can be located close to the data/service source in the operator’s network (e.g. services hosted by an operator’s own data centre like Mobile Edge Computing server, connectivity via specific Internet Exchange Point, or connectivity to specific web/streaming services). The DN-GW is configured to serve particular IP flow(s) within the PDU session or a complete PDU session. 
The DN-GW provides the following functionality:

-
enforcement of QoS and specific policy in the downlink; and 

-
support of the relocation of the Edge GW during UE mobility.

-
The Edge GW can provide traffic offload based on rules configured by the control plane (CN-CP).

-
In case the Edge GW needs to be relocated (e.g. due to mobility, load etc.) and IP address continuity has be configured for the PDU session, a new traffic forwarding rule is enforced at the DN-GW to enable data traffic forwarding to the new Edge GW. Such forwarding rule can result in encapsulation, or IP address translation.

Downlink packets destined to the UE reach the edge GW using default forwarding rules in the transport network if no DN-GW has been configured. If DN-GW has been configured for particular IP flow(s), the traffic arrives at the DN-GW, which enforces QoS/policy rules and forwards the traffic towards the Edge GW. In order to ensure that DL packets from outside the operator’ network arrive at the DN-GW, the DN GW applies NAT functionality.

In the uplink direction, the UE’s packets are routed by the edge GW per the enforced rules for the UE’s traffic, e.g. according to the destination IP address if traffic is offloaded or according to the configured DN GW. DN-GW can be selected either during the establishment of the PDU session, e.g. upon the indication of a Data Network Name (DNN), or at the time when data traffic to particular service starts. In the latter case, the Edge GW detects the new IP flow and indicates to the CN-CP about a new IP flow. The CN-CP can decide how to treat the new flow, and if needed, a new DN-GW can be assigned and corresponding routing and QoS/policy rules are enforced at Edge GW and DN-GW. 
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Figure 6.4.x.1-1: Reference Architecture with Edge GW close to the UE’s AN and DN-GW in the proximity of Data Networks (DN) service

6.4.x.2
Session establishment with Edge GW and DN-GW(s) selection and configuration

The following Figure 6.4.x.2-1 shows the signalling flow diagram for the establishment of a new PDU session. 
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Figure 6.4.x.2-1: Session setup with Edge GW and DN-GW selection
The description of the steps is as follows:
1. The UE sends a PDU Session Establishment Request (Data Network Name (DNN)) message to CN-CP.

2. The CN-CP selects an edge GW considering the location of the UE, the subscription parameters for the corresponding DDN. The CN-CP can optionally select a DN-GW specific to a specific service which can be a part of the DNN. Further information is being used by the CN-CP to select an edge GW and DN GW, e.g. subscription information, and UE’s context information (if available) like the mobility characteristics, or the user’s preferred communication profile.
NOTE 1:
A DN-GW can be selected and associated rules can be enforced when a new IP flow within the DNN starts. In such case, the DN-GW is selected and configured in a similar way as described in steps (6) - (10).

3. The CN-CP provides forwarding and traffic treatment rules to the selected Edge GW and to the DN-GW1. At the Edge GW, the rules for uplink traffic can be aggregated, e.g. based on the UE’s source IP address and the destination IP addresses which address the service in a DN. At the DN-GW, NAT is needed if the traffic is sent to outside of operator’s network. 
4. The CN-CP sends a PDU Session Establishment Accept message to the UE, specifying the IP prefix/address that shall be used by the UE.

NOTE 2:
In case of stateless address auto-configuration, the UE utilizes the information provided in this message to build an IP address.

5. The uplink (UL) and downlink (DL) traffic between the UE and the DN transits via Edge GW, whereas some IP flows can be offloaded and other IP flows are forwarded to a selected DN-GW1.

6. UE initiates a new IP flow to a new service (which in this case is a network internally hosted services, e.g. MEC server).

7. The Edge GW detects a new IP flow, which does not match to any of the configured (aggregated) traffic rules for this DN.

Editor’s Note: It is FFS whether the establishment of new IP flow to a new DN-GW is transparent to the UE. 

8. The Edge GW requests traffic rules from the CN-CP for the detected new IP flow/service.

9. CN-CP determines based on UE subscription and network policy configurations a new DN-GW (DN-GW2) which can serve the new IP flow/service. The DN-GW2 is assumed located in the same DC as the internal MEC server. 
10. CN-CP installs new forwarding rules, QoS rules and policy rules at the edge GW and DN-GW2.
11. Uplink and downlink traffic for the new IP flow traverses the edge GW and the DN-GW2.

Editor’s Note: It is FFS how PDU session to a different DN is established, i.e. whether the same Edge GW with the same UE’s IP prefix/configuration can be used.
6.4.x.3
Edge GW relocation an DN-GW update

Due to user mobility or other circumstances, e.g. load at the UE’s Edge GW, the UE’s Edge GW may be relocated, whereas the UE’s current IP address may not match the new Edge GW’s network. If IP address continuity is required, the UE’s IP address can be imported and anchored at the UE’s new Edge GW, whereas the CN-CP can instruct the UEs’ DN GWs to perform indirection of the UE’s data traffic towards the UE’s new Edge GW.
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Figure 6.4.x.3-1: Edge GW relocation and DN-GW(s) update.

The description of the steps is as follows:
0. The uplink (UL) and downlink (DL) traffic between the UE and the DN transits via Edge GW and DN GW1 or DN GW2 respectively.
1. An Edge GW relocation event occurs due to UE mobility (or other event) and the decision is taken at CN-CP. The CN-CP selects a new Edge GW2 as the UE’s Edge GW and enforces rules for the UE traffic ad that edge PEP. The CN-CP updates rules in the one or multiple DN-GWs in the DNs to indirect the UE’s downlink traffic toward the new Edge GW2.

2. The CN-CP enforces rules for the UE’s data traffic at the new Edge GW2.
3. The traffic rules are enforced at the new Edge GW2. The Edge GW2 imports the UE’s IP address as traffic selector and associated traffic treatment rules.
4. The CN-CP updates rules in the one or multiple DN GWs (DN GW1 and DN GW2) to indirect the UE’s downlink traffic toward the new Edge GW2. The CN-CP updates the traffic rules at the DN PEPs, specifying the rules for traffic indirection (e.g. based on tunnelling, or address translation).
5. The updated traffic rules are enforced by the DN-GWs.

6. Uplink and downlink traffic traverses the new Edge GW and the updated DN-GWs.
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